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SZUTEST carries out Conformity Assessment Activities in both virtual and physical environments and can obtain 
some information in this context. 
 
The term 'information' in this policy covers corporate confidential information and the personal information of 
real persons. SZUTEST aims to protect information for three different purposes; 
Security; The information is accessible only by authorized persons, 
Integrity; Protecting information against unauthorized modification and ensuring that it is immediately 
detected and noticed when it is modified, 
Accessibility; Availability and accessibility of information by authorized users whenever needed. 
 
Our Purposes for Information Security and Privacy: 

• To protect the information of our Customers, Potential Customers, and Suppliers with whom we 
interact, 

• To protect confidential information coming from the authorities with whom we communicate during 
the Authorization and Accreditation processes, 

• To protect the confidential information of the products, services, and sites where Conformity 
Assessment Activities are carried out, 

• To protect the information of our Employees, Employee Candidates, Interns, Outsourced Staff, and 
Visitors, 

• To comply with applicable National and International data protection legislation, 
• To ensure the Information Security and Privacy within SZUTEST to protect the reputation and image of 

SZUTEST against the communities and related parties for which it is responsible. 
 
SZUTEST makes a risk assessment regarding Information Security and Privacy, creates plans for the assessment, 
processing, and monitoring of related risks, monitors the results of the activities planned to eliminate the 
identified risks and/or reduce them to acceptable levels and considers the practices. 
 
SZUTEST creates an Applicability Statement within the scope of requirements arising from contracts made with 
all kinds of related parties, mandatory requirements from laws and regulations, business requirements, and risk 
assessment requirements for Information Security and Privacy, and undertakes to meet applicable conditions. 
 
SZUTEST takes all kinds of technical and administrative measures in proportion to the resources it has to ensure 
the protection of information. 
 
SZUTEST Information Security and Privacy Policy is supported by SZUTEST management. 
 
SZUTEST has established, implemented, and maintained a data management system to ensure Information 
Security and Privacy. It considers the continuous improvement in the execution of the Data Management 
System and undertakes to fulfill the requirements for the implementation of this continuous improvement 
philosophy at all stages. 
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